
Microsoft MFA - Enrolling in Microsoft Multi-Factor  
Authentication (Student MFA) 

 
Multi- factor authentication or MFA is an extra layer of security for your NWTC account. MFA 
verifies your identity by asking you for a second factor to prove you are who you say you are. It 





 
 

7. Select Work  or school account. 
 

 
 

8. Click Scan QR 



 
10. Click Next. 
11. You will test your app setup now.  Enter the 2-digit code shown on your computer 

screen into the Microsoft Authenticator app. 
 



12. Click Next on your computer screen.  

13. Click Next on the notification approval page. 

 
14. You have completed enrollment of MFA. Click Done. You are encouraged to add your 

mobile device phone number to act as a backup if you are unable to access or use the 
Microsoft Authenticator app for any reason. Additionally, you could provide a phone 
number to a different device, or landline as a backup if your phone is lost or stolen. After 
completing enrollment, you can add additional methods or change security information at 
https://mysignins.microsoft.com/security-info. 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

2. Click Next and be prompted to provide an additional security method. 
3. Click the link in the lower left corner of the screen: I want to set up a different  method. 
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6. Enter your phone number without  dashes. Example: 123456789 



7. Click Next. 
8. You will be sent a 6-digit code from Microsoft to your phone as a text message. Enter 

the 6-digit code. 
9. Click Next. 

 
10. Your phone will be registered. Click Next. 

 
11. Click Done.  

 

This completes your enrollment of MFA. You are encouraged to enroll multiple devices 
in MFA. You can add additional methods or change security information at 
https://mysignins.microsoft.com/security-info. 
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